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MACHINE LEARNING MODELS ARE VULNERABLE TO ADVERSARIAL ATTACKS, WHERE TINY PERTURBATIONS MISLEAD CLASSIFIERS.
DATASET: CIFAR-100: 100 CLASSES, 500 PER CLASS
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MODEL ARCHITECTURE
RESNET-18 FOR CIFAR-100
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